Do not open unexpected or suspicious e-mails or attachments. Delete them if they do not concern you or if they appear weird. If in doubt, contact Computer.Security@cern.ch.

Stop-think-click. Do not click on suspicious links, but only click if you trust their origin.

Protect your passwords. Do not type them on untrusted computers or Web sites.

Do not install untrusted software or plug-ins. Indeed, software from untrusted sources may infect or compromise your computer… or violate copyrights.

Let us help you: visit http://cern.ch/Computer.Security or contact Computer.Security@cern.ch